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1. Date filed: February 27, 2012
2. Name of company covered by this certification: [/mpqua Telecom Services Corp

DBA Rio Networks
3. Form 499 Filer ID: 824540

4. Name of signatory: Resha Cason
5. Title of signatory: Director Customer Service
6. Certification:

I, Resha Cason, certify that I am an officer of the Company named above, and acting as an agent of the
Company, that I have personal knowledge that the Company has established operating procedures that are
adequate to ensure compliance with the Commission’s CPNI rules. See 47 C.F.R. § 64.2001 ef seq.

Attached to this certification is an accompanying statement explaining how the Company’s procedures
ensure that the Company is in compliance with the requirements (including those mandating the adoption of
CPNI procedures, training, recordkeeping, and supervisory review) set forth in section 64.2001 er seq. of the
Commission’s rules.

The Company has not taken any actions (i.e., proceedings instituted or petitions filed by a company at
either state commissions, the court system, or at the Commission against data brokers) against data brokers in
the past year. (NOTE: If vou reply in the affirmative, please provide an explanation of any actions taken
against data brokers.)

The Company has not received customer complaints in the past year concerning the unauthorized release
of CPNI (NOTE: If you reply in the affirmative, please provide a summary of such complaints. This summary
should include number of complaints, broken down by category or complaint, e.g.. instances of improper access
by employees. instances of improper disclosure to individuals not authorized to receive the information. or
instances of improper access to online information by individuals not authorized to view the information).

The Company represents and warrants that the above certification is consistent with 47 C.F.R. § 1.17
which requirggytruthful and acgurate statements to the Commission. The Company also acknowledges that false
statements af)d misrepresenitions to the Commission are punishable under Title 18 of the U.S. Code and may
subject jie'enforcement 2

Signed/ (Signature of an officer, as agent of the carrier)

Attachments: Accompanying Statement Explaining CPNI Procedures
Explanation of Actions Taken Against Data Brokers (if applicable)
Summary of Customer Complaints (if applicable)




Statement Concerning the Protection of Customer Proprietary Network Information And
Explanation of How Company’s Procedures Ensure Compliance With FCC Rules

1. Rio Networks, is a telecommunications carrier subject to the requirements set forth in Section 64.2009
of the Federal Communications Commission’s (“FCC’s”) rules. Company has established policies and
procedures to satisfy compliance with the FCC’s rules pertaining to use, disclosure and access to
customer proprietary network information (“CPNI”) set forth in sections 64.201 et. seq.

2. The Company recognizes that CPNI includes information that is personal and individually identifiable,
and that privacy concerns have led Congress and the FCC to impose restrictions upon its use and
disclosure, and upon the provision of access to it by individuals or entities inside and outside the
Company.

3. The Company has designated a CPNI Compliance Officer who is responsible for: (1) communicating
with the Company’s attorneys and/or consultants regarding CPNI responsibilities, requirements and
restrictions; (2) supervising the training of Company employees and agents who use or have access to
CPNI; (3) supervising the use, disclosure, distribution or access to the Company’s CPNI by independent
contractors and joint venture partners; (4) maintaining records regarding the use of CPNI in marketing
campaigns; and (5) receiving, reviewing and resolving questions or issues regarding use, disclosure,
distribution or provision of access to CPNI.

4. Company employees and agents that may deal with CPNI have been informed that there are substantial
federal restrictions upon CPNI use, distribution and access. In order to be authorized to use or access
the Company’s CPNI, employees and agents must receive training with respect to the requirements of
Section 222 of the Communications Act and the FCC’s CPNI Rules (Subpart U of Part 64 of the FCC
Rules).

5. Before an agent, independent contractor or joint venture partner may receive or be allowed to access or
use the Company’s CPNI, the agent’s, independent contractor’s or joint venture partner’s agreement
with the Company must contain provisions (or the Company and the agent, independent contractor or
joint venture partner must enter into an additional confidentiality agreement which provides) that: (a) the
agent, independent contractor or joint venture partner may use the CPNI only for the purpose for which
the CPNI has been provided; (b) the agent, independent contractor or joint venture partner may not
disclose or distribute the CPNI to, or allow access to the CPNI by, any other party (unless the agent,
independent contractor or joint venture partner is expressly and specifically required to do so by a court
order); and (c) the agent, independent contractor or joint venture partner must implement appropriate
and specific safeguards acceptable to the Company to ensure the confidentiality of the Company’s
CPNL

6. If a customer calls Company requesting information that is considered CPNI, Company does not release
such information unless customer provides a pre-established password, requests that the information be
sent to the customer’s address of record, or Company calls the telephone number of record and discusses
the requested information.

7. Without customer approval, Company does not use, disclose or permit access to CPNI to provide or
market service offerings within a category of service to which the customer does not already subscribe,
except as permitted by the FCC rules.

8. Information protected by Company includes information that relates to the quantity, technical
configuration, type, destination, location and amount of use of a telecommunications service subscribed









